Datenschutzerklarung

Dieser Text gilt sinngemadss fiir weibliche und eine Mehrzahl von Personen.

Der Datenschutz hat fiir die Bank BSU Genossenschaft (nachfol-
gend «Bank») einen besonders hohen Stellenwert. Mittels dieser
Datenschutzerklarung informiert die Bank Uber Art, Umfang und
Zweck der von der Bank erhobenen, genutzten sowie bearbeiteten
Personendaten und iiber die Rechte der betroffenen Person. In wel-
chem Umfang die Bank Personendaten bearbeitet, richtet sich mas-
sgeblich nach den von der betroffenen Person bezogenen Produk-
ten, der vereinbarten Dienstleistung sowie den gesetzlichen und re-
gulatorischen Pflichten zur Erhebung und Bearbeitung von Perso-
nendaten.

1. Quellen von Personendaten der Bank

Im Zusammenhang mit Geschdftsbeziehungen zu Kunden oder po-
tenziellen Kunden («Kunden») und mit dem Kunden verbundenen
natiirlichen oder juristischen Personen, werden diejenigen Daten
bearbeitet, welche die Bank von der betroffenen Person (z.B. Kun-
den) erhdlt. Ebenfalls bezieht die Bank Daten von Dienstleistern
(z.B. Kreditauskunfteien, Datenbanken), Offentlichen Registern
(z.B. Handelsregister, Schweizerisches Handelsamtsblatt) oder Be-
horden, welche die Bank fiir die Erbringung der Dienstleistung oder
aus gesetzlichen oder regulatorischen Griinden benétigt.

Als verbundene natiirliche oder juristische Personen gelten insbe-
sondere jeder:

e Bevollmdchtigte bzw. Zeichnungsberechtigte,

e wirtschaftlich Berechtigte und Kontrollinhaber,

e Zahlungsempfdnger eines bestimmten Zahlungsvorgangs oder

e jede andere natlirliche oder juristische Person, die zum Kunden
in einer Beziehung steht, welche fiir die Geschdftsbeziehung
zwischen dem Kunden und der Bank relevant ist.

2. Arten von durch die Bank bearbeiteten Personendaten

Zu den Kategorien von Personendaten, welche die Bank bearbeitet,
gehdren personliche Informationen (z.B. Namen, Geburtsdatum/-
ort, Zivilstand, Adresse, Interessen, familidre Beziehungen, Kon-
taktdaten (Telefonnummer oder E-Mail-Adresse), Transaktionsda-
ten, finanzielle Verhdltnisse, Anlageziele, steuerliche Ansdssigkeit,
US-Status, berufliche Informationen, Daten bei der Verwendung
der Website der Bank (z.B. IP-Adresse, Cookies) sowie weitere In-
formationen zu Vollmachten, personlichen Beziehungen, regulato-
rische Beziehungen, Log-Dateien).

Es besteht die Moglichkeit, dass beim Abschluss einer bestimmten
angebotenen Dienstleistung oder eines bestimmten angebotenen
Produkts andere Daten als die vorgenannten bearbeitet werden.
Hierunter konnen z.B. fallen: Auftragsdaten, Zahlungsauftrage, Um-
sdtze, Lastschriftdaten, Dokumentationsdaten, Anlageverhalten,
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Anlagestrategie, Bilanzen und andere geschdftliche Daten, (iber-
nommene Biirgschaften.

Soweit die Bank besonders schiitzenswerte Personendaten verar-
beitet, so tut sie dies im Zusammenhang:

e mit einer Bearbeitung, fiir die von der betroffenen Person eine
ausdriickliche Einwilligung vorliegt.

e mit der Geltendmachung, Ausiibung oder Verteidigung von
Rechtsanspriichen.

e mit einer Bearbeitung, die sich auf Personendaten bezieht, wel-
che die betroffene Person 6ffentlich gemacht hat oder &ffent-
lich gemacht wurden.

e mit der Einhaltung von gesetzlichen oder regulatorischen
Pflichten.

3.  Zwecke der Datenbearbeitung

Die Bank erhebt und bearbeitet nur diejenigen Personendaten, die
flr die Erreichung eines bestimmten Zwecks notwendig sind. Per-
sonendaten werden insbesondere fiir die nachfolgenden Zwecke
bearbeitet:

e Im Zusammenhang mit dem Kundengeschdft, also um die von
der Bank angebotenen Produkte und Dienstleistungen bereit-
stellen zu kénnen, z.B. flr die (mdgliche) Eréffnung oder die
Verwaltung einer Geschdftsbeziehung.

e Um den gesetzlichen und regulatorischen Pflichten nachkom-
men zu kdnnen, z.B. das Geldwdschereigesetz (GwG), Steuerge-
setze, Offenlegungspflichten gegenliber Behérden.

e Im Zusammenhang mit dem Marketing, also um angebotene
Produkte und Dienstleistungen zu verbessern bzw. neue Pro-
dukte und Dienstleistungen anzubieten, z.B. mittels Direktmar-
ketings, Newsletter-Versand, Betrieb der Webseite.

4.  Einbaltung der Datenschutzgrundsatze

Die Bank bearbeitet Personendaten insbesondere unter Berticksich-
tigung des Bundesgesetzes iber den Datenschutz (DSG) und der
Verordnung Uber den Datenschutz (DSV). Dabei priift die Bank bei
der Bearbeitung von Personendaten, dass die Personendaten recht-
madssig sowie nach dem Grundsatz von Treu und Glauben und ver-
hdltnismdssig bearbeitet werden. Die Daten werden nur so bearbei-
tet, wie es bei der Beschaffung angegeben wurde, wie es fiir die
betroffene Person erkennbar ist oder von einem Gesetz vorgesehen
ist. Die Bank bearbeitet die Personendaten nicht verdeckt oder ge-
heim, es sei denn, ein Gesetz sehe dies so vor. Personendaten wer-
den von der Bank nur flir einen bestimmten und fir die betroffene
Person erkennbaren Zweck beschafft. Die Bank stellt unter Beriick-
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sichtigung des Stands der Technik und der Implementierungskos-
ten durch geeignete technische und organisatorische Massnahmen
sicher, dass die bearbeiteten Personendaten:

e nur Berechtigten zugdnglich sind,

o verfiigbar sind, wenn sie bendtigt werden,

e nicht unberechtigt und unbeabsichtigt verandert werden und
e nachvollziehbar bearbeitet werden.

Sollte sich ergeben, dass Personendaten unrichtig oder unvollstan-
dig sind, so wird die Bank die Personendaten berichtigen, 16schen
oder vernichten, es sei denn, ein Gesetz oder regulatorische Best-
immungen verbieten dies.

5.  Grundlagen der Bearbeitung der Personendaten

Sofern notwendig bearbeitet die Bank Personendaten auf Grund-
lage der folgenden Griinde:

5.1 Uberwiegendes &ffentliches oder privates Interesse

Die Bank bearbeitet Personendaten zur Anbahnung oder zum Ab-
schluss eines Vertrages, zur Erfiillung der Pflichten aus einem Ver-
trag (z.B. Beratung-/Verwaltungsdienstleistungen, Konto-/Depot-
fihrung oder der Ausfiihrung von Auftrdgen und Transaktionen),
zur Analyse des Kundenverhaltens (inkl. Profiling), fir Massnahmen
zur Verbesserung der Produkte und Dienstleistungen oder zum Di-
rektmarketing.

Die Bank hat weiter berechtigte private Interessen, Personendaten
zu bearbeiten:

e zur Sicherung oder Durchsetzung der Anspriiche der Bank ge-
genilber dem Kunden und bei der Verwertung von Sicherheiten
des Kunden oder von Dritten (sofern die Sicherheiten Dritter fiir
Anspriiche gegen den Kunden bestellt wurden),

e beim Inkasso von Forderungen der Bank gegen den Kunden
(z.B. Intrum AG),

e bei Bonitdtspriifungen und Nachforschungen der Bank bei Kre-
ditinformationsstellen und Behoérden,

e bei gerichtlichen Auseinandersetzungen der Bank mit dem
Kunden,

e bei Nachforschungen nach Berechtigten bei Kontakt- oder
Nachrichtenlosigkeit.

5.2 Gesetzliche Grundlage

Die Bank ist aufgrund verschiedener gesetzlicher und regulatori-
scher Grundlagen verpflichtet, Personendaten zu bearbeiten. Hier-
unter fallen insbesondere gesetzliche Pflichten wie z.B. Finanz-
marktaufsichtsgesetz, Bankengesetz, Geldwdschereigesetz, Finanz-
dienstleistungsgesetz usw.

5.3 Einwilligung

Sofern eine Einwilligung zwecks Bearbeitung der Personendaten
notwendig ist, holt die Bank diese bei der betroffenen Person ein.
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Die erteilte Einwilligung kann jederzeit widerrufen werden. Ein ent-
sprechender Widerruf entfaltet seine Wirkung erst ab Eintreffen bei
der Bank und beriihrt nicht die Rechtmassigkeit der Bearbeitung
von Personendaten bis zum Widerruf. Es kann Griinde geben (z.B.
auf Grund eines Gesetzes), die es trotz des Widerrufs notig machen,
die Personendaten zu bearbeiten. Ein Widerruf kann zur Einschrdn-
kung gewisser Dienstleistungen oder zum Abbruch der Geschafts-
beziehung fiihren.

6.  Speicherdauer von Personendaten

Die Bank bearbeitet und bewahrt die Personendaten so lange auf,
wie dies zur Erflillung des Zwecks, zu dem die Personendaten erho-
ben wurden oder zur Erfiillung der vertraglichen oder gesetzlichen
Pflichten notwendig ist. In der Regel ist dies 10 Jahre nach erbrach-
ter Dienstleistung oder Beendigung der Geschdftsbeziehung.

Kénnen Personendaten nicht geldscht werden, wird technisch und
organisatorisch sichergestellt, dass:

e technische und organisatorische Verfahren implementiert sind,
durch welche die Integritdt der Daten sichergestellt werden,
insbesondere die Gewdhrleistung von Echtheit und Unversehrt-
heit der Daten bzw. der Dokumente (z.B. digitale Signatur oder
Zeitstempel). Zudem wird sichergestellt, dass die Daten nach-
traglich nicht abgedndert werden kénnen, ohne dass dies fest-
gestellt werden kann;

e die Inhalte der Daten jederzeit nachvollziehbar sind,

e eine Protokollierung und Dokumentierung der Zutritte und Lo-
gins mittels «Log Files» erfolgt.

7. Rechte aus dem Datenschutz

Grundsatzlich stehen der betroffenen Person die folgenden Rechte
zu, sofern keine gesetzliche Pflicht entgegensteht:

e Auskunft Gber Personendaten,

e Berichtigung von Personendaten,

e Herausgabe von Personendaten,

e Ubertragung von Personendaten,

e Verbot einer bestimmten Personendatenbearbeitung,

e Einschrdnkung der Bearbeitung von Personendaten,

e Untersagung der Bekanntgabe von Personendaten an Dritte,

e Widerruf der erteilten Einwilligung zur Bearbeitung von Perso-
nendaten,

e Loschung sowie Widerspruch der erhobenen Personendaten.

Die Modalitdten betreffend die Wahrnehmung der obengenannten
Rechte der betroffenen Person und Pflichten der Bank, wie z.B. die
Mindlichkeit oder Schriftlichkeit, sind zwischen der betroffenen
Person und der Bank in gegenseitigem Einvernehmen zu kldren. Ist
die Auskunftserteilung, die Datenherausgabe oder -iibertragung
mit einem unverhdltnismassigen Aufwand verbunden, kann die
Bank auf eine Kostenbeteiligung bis maximal CHF 300 bestehen.
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8. Empfanger von Personendaten

Die Personendaten werden nur von denjenigen Personen bearbei-
tet, die diese zur Erflllung von vertraglichen oder rechtlichen
Pflichten benétigen. Sofern dies nétig ist, erhalten Dienstleister und
Dritte (z.B. Outsourcingpartner) Zugang zu den Daten. Hierbei wer-
den das Bankkundengeheimnis und andere gesetzliche Bestim-
mungen gewahrt.

Dienstleister und Dritte als Empfdanger von Personendaten kdnnen
z.B. sein:

e andere Gruppengesellschaften / Konzerngesellschaften,

e Auftragsbearbeiter und andere Dienstleister (z.B. Lieferanten,
Intrum AG),

o Offentliche Stellen (z.B. Behorden), sofern eine gesetzliche oder
behordliche Verpflichtung dies vorsieht.

9.  Dateniibermittlung ins Ausland

Eine Datenlibermittlung ins Ausland findet grundsdtzlich nicht
statt. Sollten Personendaten ins Ausland ibermittelt werden, so fin-
det dies unter Einhaltung der gesetzlich vorgeschriebenen Bestim-
mungen statt und wo dies zur Erfiillung des Vertrages noétig ist (z.B.
zur Abwicklung von internationalen Transaktionen oder Auftrags-
ausfiihrung an auslandischen Handelspldtzen). Werden Auftragsbe-
arbeiter im Ausland eingesetzt, werden diese zur Einhaltung des
Bankkundengeheimnisses und des Datenschutzgesetzes verpflich-
tet.

10. Profiling und automatisierte Einzelentscheidung

Die Bank bearbeitet Personendaten in bestimmten Fadllen automa-
tisiert, um personliche Aspekte zu bewerten. Dies kann zum Bei-
spiel in folgenden Fillen geschehen:

e Im Rahmen der gesetzlichen Pflicht zur Bekdmpfung von Geld-
wischerei und Terrorismusfinanzierung, mittels Uberwachung
und Auswertung des Zahlungsverkehrs.

e Um den Kunden zu auf fiir ihn zugeschnittene Leistungen und
Produkte zu informieren.

e 7wecks Feststellung der Kreditwirdigkeit des Kunden z.B. mit-
tels Wahrscheinlichkeitsberechnungen.

Die Bank behdlt sich vor, Personendaten inskiinftig in automatisier-
ter Weise zu bearbeiten, um Kundenprofile zu erstellen, Entwick-
lungen vorherzusagen sowie um charakteristische und personliche
Merkmale im Zusammenhang mit der betroffenen Person zu iden-
tifizieren. Die Bank kann die erstellten Kundenprofile beispiels-
weise nutzen, um dem Kunden Angebote und Informationen zu-
gdnglich zu machen.

11. Protokollierung von gewissen Personendatenbearbeitun-
gen

Sollte die Bank besonders schiitzenswerte Personendaten in gros-
sem Umfang automatisiert bearbeiten oder ein Profiling mit er-
hoéhtem Risiko von betroffenen Personen vornehmen, so wird sie
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solche Bearbeitungen im Sinne einer technischen und organisato-
rischen Massnahme protokollieren und intern reglementarisch re-
geln, damit diese nachtréglich z.B. auf ihre Zweckkonformitdt
Gberpriifbar sind.

12. Schutz der Personendaten

Der Schutz der Personendaten hat bei der Bank oberste Prioritdt.
Die Personendaten der Kunden unterstehen dem Bankkundenge-
heimnis. Die Personendaten werden streng vertraulich behandelt
und von Zugriffen unberechtigter Dritter geschiitzt. Personen, wel-
che nicht einer Geheimhaltungspflicht unterstehen, haben grund-
satzlich keinen Zugriff auf die erhobenen Personendaten. Ebenfalls
stellt die Bank sicher, dass die Empfanger der Personendaten die
anwendbaren Datenschutzbestimmungen einhalten.

13. Daten in Bezug auf die Internetprdsenz

Die nachfolgenden Informationen legen dar, wie die Bank anldss-
lich der Internetprdsenz Daten bearbeitet.

Die Website der Bank kann ohne eine Registrierung und somit ohne
Ubermittlung von Personendaten genutzt werden. Personendaten
werden durch die Bank nur insoweit bearbeitet, als dies zur Durch-
flhrung der angebotenen Leistungen und Produkte erforderlich ist.

Eine automatische Erhebung von Personendaten — mit Ausnahme
der IP-Adresse - fiir den Bezug der angebotenen Dienstleistungen
findet nicht statt. Sofern Personendaten erhoben werden, sind
diese von der betroffenen Person selbst anzugeben.

13.1 Cookies

Um den Besuch der Website attraktiv zu gestalten und die Nutzung
bestimmter Funktionen zu ermdglichen, werden auf der Website
sogenannte Cookies verwendet. Hierbei handelt es sich um kleine
Textdateien, die auf dem Endgerat des Nutzers abgelegt werden.
Einige der verwendeten Cookies werden nach dem Ende der Brow-
ser-Sitzung, also nach Schliessen des Browsers, wieder geléscht
(sog. Sitzungs-Cookies). Andere Cookies verbleiben auf dem Endge-
rdt und ermdglichen dem Browser, den Nutzer beim ndchsten Be-
such wiederzuerkennen (persistente Cookies). Werden Cookies ge-
setzt, erheben und verarbeiten diese im individuellen Umfang be-
stimmte Nutzerinformationen wie Browser- und Standortdaten so-
wie IP-Adresswerte. Persistente Cookies werden automatisiert nach
einer vorgegebenen Dauer geldscht, die sich je nach Cookie unter-
scheiden kann.

Falls auf dem Geradt gespeicherte Cookies eingeschrankt oder ge-
sperrt werden sollen, kann dies tiber die Einstellungen des Browsers
geschehen. Informationen hierzu kdnnen in der Hilfe-Funktion des
Browsers abgerufen werden. Bei deaktivierten Cookies stehen al-
lenfalls nicht mehr alle Funktionen der Website der Bank zur Verfi-

gung.

Seite3/5



13.2 Verwendung von Google Analytics

Die Website der Bank benutzt Google Analytics, einen Webanalyse-
dienst der Google Inc. («Google»). Google Analytics verwendet sog.
Cookies, Textdateien, die auf dem Computer des Nutzers gespei-
chert werden und die eine Analyse der Benutzung der Website er-
moglichen. Die durch das Cookie erzeugten Informationen tiber die
Benutzung der Website (einschliesslich der IP-Adresse) werden an
einen Server von Google (ibertragen und dort gespeichert. Im Falle
der Aktivierung der IP-Anonymisierung auf der Website wird die IP-
Adresse von Google innerhalb der Mitgliedstaaten der Europdi-
schen Union (EU) oder in anderen Vertragsstaaten des Abkommens
iber den Europdischen Wirtschaftsraum (EWR) zuvor gekirzt. Nur
in Ausnahmefallen wird die volle IP-Adresse an einen Server von
Google in den USA {ibertragen und dort gekdirzt.

Google wird diese Informationen benutzen, um die Nutzung der
Website der Bank auszuwerten, um Reports iber die Websiteaktivi-
tdten fir die Websitebetreiber zusammenzustellen und um weitere
mit der Websitenutzung und der Internetnutzung verbundene
Dienstleistungen zu erbringen. Auch wird Google diese Informatio-
nen gegebenenfalls an Dritte (ibertragen, sofern dies gesetzlich vor-
geschrieben oder soweit Dritte diese Daten im Auftrag von Google
verarbeiten. Google wird die IP-Adresse nicht mit anderen Daten
von Google in Verbindung bringen. Nahere Informationen zu Nut-
zungsbedingungen und Datenschutz sind auf der Website von
Google Analytics abrufbar. Die Bank weist darauf hin, dass auf die-
ser Website Google Analytics um den Code «AnonymizelP» erwei-
tert wurde, um eine anonymisierte Erfassung von IP-Adressen (sog.
IP-Masking) zu gewdhrleisten.

Durch die Nutzung der Website der Bank erkldrt sich der Nutzer mit
der Bearbeitung der erhobenen Daten durch Google in der zuvor
beschriebenen Art und Weise und zu dem zuvor genannten Zweck

einverstanden.

13.3 Verwendung von Google Maps

Die Website der Bank benutzt Google Maps, ein Webdienst von
Google zur Darstellung von interaktiven (Land-)Karten, um geogra-
fische Informationen visuell darzustellen. Uber die Nutzung dieses
Dienstes kann der Standort der Bank und eine Wegbeschreibung
angezeigt werden. Bei jedem einzelnen Aufruf der Komponente
Google Maps wird von Google ein Cookie gesetzt, um bei der An-
zeige der Seite, auf der die Komponente Google Maps integriert ist,
Nutzereinstellungen und -daten zu verarbeiten. Dieses Cookie wird
im Regelfall nicht durch das Schliessen des Browsers geldscht, son-
dern lduft nach einer bestimmten Zeit ab, soweit es nicht vom Nut-
zer zuvor manuell geldscht wird.

Ist der Nutzer der Website mit dieser Verarbeitung der Daten nicht
einverstanden, so besteht die Moglichkeit, den Service von Google
Maps zu deaktivieren und auf diesem Weg die Ubertragung von Da-
ten an Google zu verhindern. Dazu muss die Javascript-Funktion im
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Browser deaktiviert werden, was zur Folge haben kann, dass nicht
mehr alle Funktionen auf der Website einwandfrei funktionieren.

Die Nutzung von Google Maps und der iber Google Maps erlangten
Informationen erfolgt gemdss den Google-Nutzungsbedingungen
sowie der zusdtzlichen Geschdftsbedingungen fiir Google Maps.
Ndhere Informationen zu Nutzungsbedingungen und Datenschutz
sind auf der Website von Google Maps abrufbar.

13.4 Verwendung von Google Ads

Diese Website verwendet Google Conversion-Tracking. Wenn Sie
iber eine von Google geschaltete Anzeige auf unsere Website ge-
langt sind, wird von Google Ads ein Cookie auf dem Gerdt des Nut-
zers gesetzt. Das Cookie flir das Conversion-Tracking wird gesetzt,
wenn ein Nutzer auf eine von Google geschaltete Anzeige klickt.
Diese Cookies verlieren nach 30 Tagen ihre Glltigkeit und werden
nicht zur persénlichen Identifizierung verwendet. Wenn der Nutzer
bestimmte Seiten der Bank-Website besucht und das Cookie noch
nicht abgelaufen ist, kann die Bank und Google erkennen, dass der
Nutzer auf die Anzeige geklickt hat und zu dieser Seite weitergelei-
tet wurde. Jeder Google Ads-Kunde erhdlt ein anderes Cookie. Coo-
kies kdnnen daher nicht iber die Websites der Bank hinweg nach-
verfolgt werden. Die mithilfe des Conversion-Cookies gewonnenen
Informationen werden verwendet, um Conversion-Statistiken fiir
die Bank zu erstellen. Die Bank erfdhrt die Gesamtzahl der Nutzer,
die auf ihre Anzeige geklickt haben und zu einer mit einem Conver-
sion-Tracking-Tag versehenen Seite weitergeleitet wurden. Sie er-
hdlt jedoch keine Informationen, die zur persénlichen Identifizie-
rung von Nutzern verwendet werden kénnen.

Ist der Nutzer der Website mit diesem Tracking nicht einverstanden
ist, kann das Setzen eines dafiir erforderlichen Cookies verweigert
werden - zum Beispiel durch eine Browser-Einstellung, die das au-
tomatische Setzen von Cookies generell deaktiviert, oder indem der
Nutzer den Browser so einstellt, dass Cookies von der Domain
«googleleadservices.com» blockiert werden.

13.5 Verwendung von Microsoft Ads

Diese Website verwendet Conversion-Tracking der Microsoft Cor-
poration («Microsoft»). Dabei wird von Microsoft ein Cookie auf
dem Gerdt des Nutzers gespeichert, sofern dieser {iber eine Micro-
soft Bing Anzeige auf die Website der Bank gelangt ist. Die Bank
sowie Microsoft kdnnen auf diese Weise erkennen, dass jemand auf
eine Anzeige geklickt hat, zur Bank-Website weitergeleitet wurde
und eine vorher bestimmte Zielseite (Conversion-Seite) erreicht
hat. Die Bank erfdhrt dabei nur die Gesamtzahl der Nutzer, die auf
eine Bing Anzeige geklickt haben und dann zur Conversion-Seite
weitergeleitet wurden. Es werden keine personlichen Informatio-
nen zur Identitdt des Nutzers mitgeteilt.
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Ist der Nutzer der Website mit dieser Verarbeitung der Daten nicht
einverstanden, kann das dafir erforderliche Cookie abgelehnt wer-
den - etwa per Browser-Einstellung, die das automatische Setzen
von Cookies generell deaktiviert.

13.6 Verwendung von Google reCAPTCHA

Diese Website verwendet den reCAPTCHA-Dienst von Google. Die
Abfrage dient dazu, zu unterscheiden, ob die Eingabe durch einen
Menschen oder durch eine automatisierte, maschinelle Verarbei-
tung erfolgt. Die Abfrage beinhaltet die Ubermittlung der IP-Ad-
resse und gegebenenfalls weiterer von Google fiir den reCAPTCHA-
Dienst bendétigter Daten an Google. Zu diesem Zweck wird die Nut-
zereingabe an Google tbermittelt und dort weiterverwendet. Die
IP-Adresse wird von Google jedoch innerhalb von Mitgliedstaaten
der Europdischen Union oder in anderen Vertragsstaaten des Ab-
kommens Uber den Europdischen Wirtschaftsraum zuvor gekdrzt.
Nur in Ausnahmefdllen wird die volle IP-Adresse an einen Server
von Google in den USA (bertragen und dort gekiirzt. Im Auftrag des
Betreibers dieser Bank wird Google diese Informationen benutzen,
um die Kundennutzung dieses Dienstes auszuwerten. Die im Rah-
men von reCAPTCHA von Nutzerbrowser ibermittelte IP-Adresse
wird nicht mit anderen Daten von Google zusammengefiihrt. Nut-
zerdaten kdnnen dabei auch in die USA (ibertragen werden. Fiir Da-
tenlibermittlungen in die USA gibt es einen Angemessenheitsbe-
schluss der Europdischen Kommission, das «Privacy Shield». Google
nimmt an dem «Privacy Shield» teil und hat sich den Anforderun-
gen unterworfen. Durch Betdtigen der Abfrage stimmen Nutzer der
Verarbeitung ihrer Daten zu.

13.7 Verwendung von Google Remarketing

Diese Website benutzt die Remarketing-Funktion von Google. Die
Funktion dient dazu, Website-Besuchern innerhalb des Google-
Werbenetzwerks interessenbezogene Werbung zu prdsentieren. Im
Browser des Website-Besuchers wird ein Cookie gespeichert, das es
ermoglicht, den Besucher wiederzuerkennen, wenn er Websites be-
sucht, die dem Google-Werbenetzwerk angehoéren. Auf diesen Web-
sites kann dem Besucher Werbung angezeigt werden, die sich auf
Inhalte bezieht, die der Besucher zuvor auf Websites aufgerufen
hat, die die Remarketing-Funktion von Google nutzen. Nach eige-
nen Angaben erhebt Google bei diesem Vorgang keine personen-
bezogenen Daten.

13.8 Verwendung von Social-Media-Plugins

Die Website der Bank verwendet sogenannte Social Bookmarks
oder Social Media Plugins von Drittunternehmen (z.B. von Meta,
LinkedIn etc.). Die Bearbeitung der Daten durch Drittunternehmen
ist dem Zugriff der Bank entzogen. Die Drittunternehmen erhalten
durch ein Anklicken des Plugins die Information, dass die entspre-
chende Seite des Internetauftritts aufgerufen wurde. Die Bank hat
keinerlei Einfluss auf die Datenbearbeitung durch die Drittunter-
nehmen. Wenn die Verwendung der Plugins verhindert werden soll,
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ist eine vorgdngig Abmeldung aus bestehenden Konten der Dritt-
unternehmen erforderlich.

Weitere Informationen, z.B. zum Zweck und Umfang der Datener-
hebung von Drittunternehmen, sind direkt der Website der Drittun-
ternehmen zu entnehmen.

13.9 Verwendung von Google Tag Manager

Der Google Tag Manager ist eine Losung, mit der die Bank (iber eine
Schnittstelle sogenannte Website-Tags verwalten und so zum Bei-
spiel Google Analytics und andere Google-Marketingdienste in ihr
Online-Angebot integrieren kann. Der Tag Manager selbst, der die
Tags implementiert, verarbeitet keine personenbezogenen Daten
der Nutzer.

13.10Weitere mogliche Analysetools

e Adform PostTracking
e Piwik/Matomo

Weitere Informationen, z.B. zum Zweck und Umfang der Datener-
hebung von Drittunternehmen, sind direkt der Website der Drittun-
ternehmen zu entnehmen.

14. Anderungsvorbehalt

Die Bank behdlt sich vor, die Datenschutzerklarung jederzeit unter
Beachtung der datenschutzrechtlichen Vorgaben anzupassen. Die
aktuelle Version dieser Datenschutzerkldrung ist auf der Website
der Bank abrufbar.

15. Kontaktdaten

Die Bank gilt als Verantwortliche fiir die Bearbeitung der Personen-
daten. Anfragen im Zusammenhang mit dem Datenschutz kénnen
gestellt werden an:

Bank BSU Genossenschaft
Datenschutz

Bankstrasse 21, 8610 Uster
+41 4477707 77
info@bankbsu.ch

Uster, im November 2025
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